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Capability Statement 
Primary Contact: Christopher (CJ) Crawford 
Phone: 719 773 3419 
Email: cj.crawford@mimirtum.com 
Website: https://mimirtum.com 

 Mimirtum LLC 

NAICS CODES
541511, 541512, 541519, 518210, 
541330, 541611, 541618, 611420  

CERTIFICATIONS
SDVOSB 
Active Top Secret / SCI Clearances 
DoDM 8140.03 - Compliant Personnel 
Tenable, Red Hat, Splunk 

 

BUSINESS DATA 
DUNS: 119234500 
UEI: SF8BLMVMKHE3 
CAGE: 9V4Q7 
Accept Credit & Purchase Cards 

Key Personnel 
   CORE COMPETENCIES 

   Prior Experience 

• Engineered vulnerability data feed and integration with $65 million dollar
DoD Big Data Platform (BDP) used across multiple agencies.

• Revolutionized Air Force Cyber hygiene by developing an end-to-end
business solution to identify and quarantine vulnerable devices. 

• Trained thousands of Airmen and DoD Civilians detailing DISA’s best
practices, current cyber threat actors, and the latest DoD policies. 

• Authored the Air Force’s vulnerability management policy, requirements 
and documentation through-out the last decade.

C.J. Crawford: President 
Jack Boswell: Executive Vice President
Brian Steele: Technical Director

Enterprise Vulnerability Management 
• Assessment – Tenable (ACAS), Tanium (ARAD)
• Remediation – Microsoft Products (MECM & Intune)
• Endpoint Protection – Microsoft Products (MDE), Trellix (Endpoint Security Suite)

Enterprise IT Management 
• Risk Management Framework (RMF) – ATOs and IATTs
• Incident Tracking – BMC Remedy, Service Now, and JIRA
• Engineering Architecture – Tenable, Splunk, AWS, and Azure
• Zero-Trust Framework – Illumio, Forescout, and Cisco ISE

System Administration (Windows/Linux) 
• Deployment, Sustainment, and Operations
• Virtualization and Containerization
• Disaster Recovery and Mitigation
• System Configuration and Optimization 

Programming & Automation 
• Tailor-Made Software and Scripting
• Web Application Development (API Integrations)

Targeted Training Programs 
• Customized Courses on Industry Best Practices

 

   EXECUTIVE SUMMARY 
Mimirtum LLC, specializes in advanced vulnerability management solutions 
tailored for enterprise-level operations. Our expertise ensures that networks are 
protected, minimizing risks and reducing operational downtime. By focusing on 
proactive security measures, we help businesses safeguard assets, protect 
consumer data, and comply with industry standards. Committed to integrity, 
innovation, and excellence, Mimirtum delivers scalable, cost-effective solutions 
designed to enhance resilience against ever-evolving cyber threats.  

Corporate Profile 

DIFFERENTIATORS
Vulnerability management subject 

matter experts on the Department of 
the Air Force (DAF) network. 

Prior-service members excel at 
transforming organizational intent to 
deliberate actions and measurable 
results. 

Engineered advanced cybersecurity 
solutions by integrating vulnerability 
management tools with industry-
standard frameworks to fortify the 
Air Force IT enterprise. 

Expertise in developing tailored 
software solutions designed to 
adapt to evolving requirements, 
ensuring seamless integration and 
impactful outcomes. 


